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# CONTENIDO

**Escoja un ataque**

Suplantación de dirección IP (IP Address Spoofing).

**Describa el ataque**

El atacante intenta acceder a una red cambiando si dirección IP real por otra, haciéndose pasar por un usuario tiene permisos de acceso a dicha red. De esta manera, la suplantación de IP puede permitir a los cibercriminales ejecutar acciones maliciosas sin ser detectados, atentando contra el principio de la confidencialidad de la información. En algún aspecto, la habilidad de cambiar la IP puede también ser utilizada para denegar servicios (principio de disponibilidad).

**Indique la forma de contrarrestar el ataques**

La principal manera es la implementación de IDS (Sistema de Detección de Intrusos), que por medio de la monitorización del flujo de datos por la red e identificar patrones sospechosos de su comportamiento.
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